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DISCLAIMER: THE WASHINGTON STATE DEPARTMENT OF AGRICULTURE (WSDA) IS NOT RESPONSIBLE
FOR SETTINGS ON YOUR COMPUTER. PLEASE DO NOT MAKE ANY CHANGES TO YOUR SYSTEM
WITHOUT CONSULTING WITH YOUR COMPANY’S MANAGEMENT AND/OR IT STAFF. WE OFFER THE
FOLLOWING SUGGESTED SETTINGS TO ASSIST YOU, FOR THIS SITE ONLY. USE AT YOUR OWN
DISCRETION.

This site uses pop-up windows to display a completed certificate for printing. This site will not work
correctly if you have blocked pop-up windows using your browser, a browser toolbar, or other third
party security tool. There are countless ways for blocking pop-ups and in no way are these instructions
all-inclusive. It is impossible for WSDA to know individual browser configuration and settings, or what
pop-up blocker you are using. In many cases, we find that users are using more than 3 pop-up blockers
at any given time. You must set all your pop-up blockers to allow pop-ups from this site.

Further, this site provides data downloads and reports in .pdf or .csv format. In order for this to work
properly, you must set your browser to allow downloads from this site and you’ll need to download and
install Adobe Reader (free).

This site also uses JavaScript. If you do not have your browser security settings set to “Enable” for Active
Scripting, you will receive this message when you attempt to Login:
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Javascript is required for use with this website. Please enable javascript and try again. If
you need assistance, please consult with your company's IT staff.

Suggested Browser Settings

Try Again

If you see the above message, you will need to enable active scripting for this site.



http://get.adobe.com/reader/
http://windows.microsoft.com/en-us/windows/help/genuine/ie-active-script

Suggested Browser Settings:

First, add https://fortress.wa.gov to your “Trusted Sites”:

Open Internet Explorer, select Tools from the top menu bar, and scroll down to Internet Options. Select
the “Security” tab. In the “Select a zone to view or change security settings” section, click on “Trusted
sites” and then click on the “Sites” button.
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https://fortress.wa.gov/

Type https://fortress.wa.gov into the “Add this website to the zone:” section and then click the add
button

Trusted sites |Z|

You can add and remove websites from this zone. All websites
in this zone will use the zone's security settings.

Add this website to the zone:
| https://fortress.wa.gov | [ Add ]

Websites:

https://fortress.wa.gov Ry

| Require server verification (https:) for all sites in this zone

Close

Click the “Close” button.
Next, you need to allow downloads from this newly trusted site.

Click the “Custom Level” button
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https://fortress.wa.gov/

Scroll down the list until you see “Downloads” and select “Enable” for File Download.
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Click OK and OK again. Close your browser. Open it back up and login to the site:

https://fortress.wa.gov/agr/fa2/fa2net/Login/Login.aspx

Pop-Up Blocker Settings:
If you are using Internet Explorer:

1. Open Internet Explorer
2. Select “Tools” from the menu.

File Edit View Favorites Help

3. Select Pop-up Blocker and hover your cursor over the little arrow to reveal the fly-out menu



https://fortress.wa.gov/agr/fa2/fa2net/Login/Login.aspx

Delete browsing history... Ctrl+Shift+Del

InPrivate Browsing Ctrl+Shift+P
Tracking Protection...

ActiveX Filtering

Diagnose connection problems...

Reopen last browsing session

Add site to Start menu

View downloads Ctrl+)
Pop-up Blocker » Turn off Pop-up Blocker
Manage add-ons Pop-up Blocker settings

Compatibility View

Compatibility View settings

Subscribe to this feed...

Feed discovery »

Windows Update
F12 developer tools

Send to Bluetooth Device...
Blog This in Windows Live Writer

Internet options

4. Click Pop-up Blocker Settings.

5. In the Pop-up Blocker Settings window, type fortress.wa.gov as the "Address of Web site to
allow" and click the Add button.

Pop-up Blocker Settings ﬂ

Exceptions
@ Pop-ups are cumently blocked. You can allow pop-ups from specific

websites by adding the site to the list below.
Address of website to allow:

fortress wa.gov

Allowed sites:

- Remave

Remove all...

m

Motifications and blocking level:
Flay a sound when a pop-up is blocked.
Show Notification bar when a pop-up is blocked.

Blocking level:
[Medium: Block most automatic pop-ups v]

Leam mare about Pop-up Blocker




6. Click the “Close” button to close the Pop-up Blocker Settings window.

Close Internet Explorer.

8. Reopen Internet Explorer, navigate back to the login page:
https://fortress.wa.gov/agr/fa2/fa2net/Login/Login.aspx

9. Login

10. Create a new certificate, submit it. You should now see the new window open containing your
certificate, with the document number, for printing.

N

If you do not get the new window displaying your completed certificate after submitting it, you most
likely have one or more third-party tool(s) blocking pop-ups. Every toolbar you have installed will need
to be set to allow pop-ups from Fortress.wa.gov. Consult each individual third-party application for
specific instructions on how to allow pop-ups.

If you are using Firefox:

1. On Windows, open the Options dialog under the Tools menu. On Macintosh, open the
Preferences dialog under the Firefox menu.

2. Click the Web Features icon on the left.

3. Here you should see a checkmark next to the option to block popup windows. Click the Allowed
Sites button to the right of it.

4. Type fortress.wa.gov as the "address of web site," then click the Allow button

5. Click OK in the Allowed Sites screen, and then click OK again for the Options/Preferences screen.

If you are still not able to access the printing certificate, you may have a third-party tool blocking pop
ups.

If you are using Safari:

1. Open the Safari menu.
2. Here you should see the Block Pop-up Windows option checked. Click to uncheck.

If you are still not able to access the printing certificate, you may have a third-party tool blocking pop
ups.

Third-party popup blockers:

There are a multitude of third-party pop-up blockers that could be affecting your ability to use this site.
The basic steps are:

1. Determine what pop-up blocker you are using
2. Locate the settings option and set the tool to allow pop-ups for fortress.wa.gov

Here are some common third-party pop-up blockers:

Google Toolbar

Yahoo! Toolbar

MSN Search Toolbar
Norton Internet Security


https://fortress.wa.gov/agr/fa2/fa2net/Login/Login.aspx
http://search.msn.com/docs/toolbar.aspx?t=MSNTbar_PROC_BlockPopUps.htm
http://service1.symantec.com/SUPPORT/nip.nsf/db7dbf37ab6d8b5085256eda0045925a/73ecaa0895e6e96e88256d900006ba39

e Ask.com
e Bing Toolbar



